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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

In the 3GPP TSG RAN #80 meeting, a new SI “Study on remote interference management for NR” was agreed for Release 16 [2]. The study aims to investigate possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel. 

1 
Scope

The present document captures the findings and results from the study item " Study on remote interference management for NR " [2]. The objective of this SI is to investigate possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel, including:

A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects:

i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB [RAN1]

1. Existing reference signals are starting points of discussion.

ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]

C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]
This document is a 'living' document, i.e. it is permanently updated and presented to TSG-RAN meetings.

2 
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP RP-181430: " New SI proposal: Study on remote interference management for NR "
3 
Definitions, symbols and abbreviations
3.1 
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

3.2 
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3 
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

RIM
Remote Interference Management
4 Introduction on atmospheric ducting phenomenon and remote interference in TDD network
4.1 Atmospheric ducting phenomenon
Under certain weather conditions, lower densities at higher altitudes in the Earth's atmosphere causes reduced refractive index, bending signals back towards the earth. Under such circumstances, signals can propagate in a higher refractive index layer, i.e., the atmospheric duct, since the reflection and refraction are encountered at the boundary with a lower refractive index material. In this mode of propagation, which is dubbed as the atmospheric ducting, radio signals experience less attenuation, and are being guided over distances far greater than the normal radiate range. This phenomenon usually happens during the transition periods between spring and summer and between summer and autumn for inland areas, and during winter seasons for coastal areas. The frequency range which is usually influenced by this phenomenon is around 0.3 GHz - 30 GHz.  
In a TDD network with the same configuration of uplink-downlink transmission direction, a gap is used to avoid the cross-link interference. However, when the atmospheric ducting phenomenon happens, radio signals can travel a relatively long distance, and the propagation delay goes beyond the gap. In this case, the downlink signals of an aggressor base station can travel a long distance and interfere with the uplink signals of a victim base station that is far away from the aggressor, as shown in Figure 4-1. Such interference is termed as ‘remote interference’ herein. The further the aggressor is to the victim, the more uplink symbols of the victim will be impacted. 
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Figure 4-1. An illustration of how remote interference happens in TD-LTE network.
4.2 Characteristics of the remote interference
4.2.1 Characteristics of the IoT increase caused by remote interference
When atmospheric ducting phenomenon happens, the IoT of the victim base station demonstrates a “sloping” characteristic as shown in Figure 4-2. It can be seen that, the closer the uplink symbol is to gap, the higher interference it experienced. 
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Figure 4-2: Illustration of IoT experienced at a victim base station in TD-LTE network 

The reason behind this is that, the remote interference is caused by accumulated signals from a number of remote base stations with different distances. Specifically, as illustrated in Figure 4-3, Aggressor 1, which is the closest aggressor to the victim, will only cause interference to the first uplink symbol after the gap of the victim. While for Aggressor 4, which is far away from the victim, its downlink signals will propagate over a much longer distance and impact more uplink symbols of the victim.
1. As seen in Figure 4-3, the first uplink symbol of the victim suffers from interference caused by Aggressor 1~4, while the 5th symbol only suffers from interference caused by Aggressor 4. Therefore, compared to the uplink symbols far away from the gap, those symbols close to the gap suffer from accumulated interference caused by more aggressors, resulting a sloping IoT in time domain.  

2. Since Aggressor 1 is closer to the victim, the downlink signals of Aggressor1 will arrive at the victim with higher power compared to those of Aggressor 2~4. Therefore, the interference at uplink symbols closer to the gap should be higher than that at uplink symbols that are far away from the gap. 
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Figure 4-3. An illustration of why the victim of remote interference suffers from “sloping” IoT increase. 
4.2.2 The distance that the remote interference impacts
Based on the field trial results in TD-LTE networks, a probability density function (PDF) of the distance that the remote interference can impact in the inland area is obtained and illustrated in Figure 4-4. It is seen that the distance between the victim and aggressor ranges from 64 km to 400 km, where a large percentage of samples are within 150 km. 
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Figure 4-4. PDF of distance that the remote interference can impact in inland cities.

For coastal cities, the distance between the victim and aggressor can be as far as 300 km, or even farther.
5 Deployment Scenarios for RIM
In terms of the IoT (interference over thermal) increase between two sets of gNBs causing remote interference to each other, two scenarios should be considered for NR-RIM,
1. Scenario #1: IoT increases are detectable by one or more gNBs in both sets,

2. Scenario #2: IoT increase is detectable by one or more gNBs in only one set.

As shown in Figure 5-1, it is assumed in the RIM study that the whole network with synchronized macro cells has a common understanding on a DL transmission boundary (denoted as the 1st reference point) which indicates the ending boundary of the DL transmission, and an UL reception boundary (denoted as the 2nd reference point) which denotes the starting boundary of the first allowed UL reception within a DL-UL transmission periodicity. 

· The boundary may be considered for RS design

· The 1st reference point locates before the 2nd reference point.
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Figure 5-1. Illustration of DL and UL transmission boundaries within a DL-UL transmission periodicity

6 Study on framework and mechanisms for RIM
6.1 Potential mechanisms for improving network robustness
Mechanisms for improving network robustness at both victim and aggressor side can be studied under the NR-RIM frameworks.

· A victim cell may take actions applying remote mitigation scheme. This detail is FFS

6.1.1 By network implementation

6.1.2 With specification impact

6.2 Potential frameworks for NR RIM
In current TD-LTE network, atmospheric duct phenomenon happens during certain period of time. A remote interference management scheme depicted in Figure 6-1 has been used to cope with the remote interference. 
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Figure 6-1: Current RIM framework in TD-LTE systems

As shown in Figure 6-1, current RIM framework is not self-adaptive. The stop of RS transmission, the triggering and stop of RS monitoring, the triggering and stop of applications of the remote interference mitigation solutions are all rely on manual intervention through OAM. Under this framework, the start and stop of the RIM and corresponding remote interference mitigation schemes cannot happen in time, causing degradation of both network performance and efficiency.

In order to minimize or eliminate manual intervention during the RIM process, and increase the effectiveness and efficiency of the RIM, as stated in the objective of the SI, mechanisms for gNB to start and terminate the transmission/detection of the reference signal(s) should be studied for NR-RIM framework. The functionalities and requirements of the corresponding reference signal should be clarified for the framework, so that the analysis and design of the reference signal can be carried out accordingly. Moreover, as mentioned in Section 3, the NR-RIM framework should be able to solve the remote interference issues for both Scenarios #1, #2 and #3. 

6.2.1 Potential frameworks and workflows for NR RIM 
Framework-1, Framework-2.1, Framework-2.2 below are used as starting point for further study, using Framework-0 as basis for comparison.
· Note that not all the steps need to be included when making use of a given framework. An aggressor may also be a victim (and vice versa) at least for Scenario #1.
0. Framework-0
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Figure 6-2: RIM Framework-0
Workflow of Framework-0

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission

· Aggressor starts monitoring RS as configured by OAM 

Step 2: Upon reception of RS, Aggressor reports the detected RS to OAM

Step 3: OAM sends remote interference mitigation scheme to Aggressor

Step 4: Aggressor applies remote interference mitigation scheme

Step 5: OAM stops RS monitoring and restores original config. at aggressor side and stop RS transmission at victim side.

1. Framework-1
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Workflow of Framework-1

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission/monitoring

· This RS marked as RS-1 is used to assist aggressor(s) to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 

Step 2: Upon reception of RS-1, Aggressor starts remote interference mitigation solutions such as muting some DL transmission symbols and transmits RS to inform victim that the atmospheric ducting phenomenon still exist

· This RS marked as RS-2 is used to assist the victim to decide whether the atmospheric ducting phenomenon still exist.
· It does not preclude the possibility of using RS-2 for other purposes, pending on further study.

Step 3: Victim continues RS-1 transmission while receiving RS-2. Upon “disappearance” of RS-2, victim stops RS transmission

Step 4: Aggressor continue remote interference mitigation while receiving RS-1. Upon “disappearance” of RS-1, Aggressor restores original configuration when “disappearance” of RS-1.

Note: Although RS-1 and RS-2 carry different functionalities, it might be beneficial to achieve a common design for RS-1 and RS-2.

2. Framework-2.1
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Workflow of Framework-2.1

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission

· A set of gNBs might use the same RS, which may carry the set ID.

· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 

Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul and apply interference mitigation scheme

· Message exchange in Step 2 could include other information, pending on further study.

Step 3: Upon “disappearance” of RS, Aggressor informs the set of Victim gNB(s) the “disappearance” of RS through backhaul and restore original configuration.
Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul
3. Framework-2.2

Workflow of Framework-2.2

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission

· A set of gNBs might use the same RS, which may carry the set ID.

· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 

Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul

Step 3: Upon reception of the “reception of RS” info received in the backhaul, victim sends info to assist RIM coordination

Step 4: Aggressor applies remote interference mitigation scheme

Step 5: Upon “disappearance” of RS, Aggressor informs Victim the “disappearance” of RS through backhaul.
Step 6: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul
6.2.2 Potential Reference signal designs for NR RIM 
6.2.3 Summary of potential specification impact
6.3 Potential mechanisms on coordination among gNBs for mitigating remote interference 
7 Evaluation of reference signals 
7.1 Evaluation methodology 
For RIM SI, the evaluation is to be carried out via link-level simulation to evaluate the performance of the reference signals in the NR-RIM frameworks.

For simulation evaluation of reference signals in the NR-RIM frameworks, following descriptions of the RS should be provided,  
· RS sequence
· Length of RS sequence
· Time/frequency pattern of RS
· Time pattern (number of symbols)

· Frequency pattern

and the following analytical metrics of the RS should be provided,
· The complexity of reference signal detection at gNB

· Overhead

· Impact on UEs

· Others

At least the following cases are to be evaluated for RIM RS design.
Case 1: Single RS + AWGN (mandatory), where the number of total sequences in the network is only 1 and the number of RSs arriving within the window is also 1. This case is mainly used to compare and calibrate performance of same RS design.
Case 2: Multiple RS + AWGN (mandatory)

· Case 2-1 (Single sequence): All RSs received within the detection window correspond to the same sequence. Number of total RS sequences is only 1
· Case 2-2A (Multiple sequences): Each RS received within the detection window by the detector corresponds to a different sequence. Number of total RS sequences is more than 1.
The following table summarizes the simulation cases.
Table 7-1 Simulation cases for RIM RS design
	
	Total number of sequences used in the network

(Nseq)
	Number of sequences arriving within the window

(n)
	Number of total RSs arriving within the window 

(N)

	Case 1
	1
	1
	1

	Case 2-1
	1
	1
	10 as starting point

	Case 2-2A
	8 as starting point
	1,2,4,8 1
	n

	NOTE 1: Separate simulation runs


Other simulation parameters are provided in Annex A.
7.2 Performance metric
For Case 1, the metric is the minimum SNR required for one-shot detection with 90% detection probability and 1% false alarm requirement.
For Case 2-1 and 2-2A, the following options for detection probability should be evaluated.
· Detection probability of option 1: Worst case detection probability of all sequences as [image: image13.png]min;



 Pd,k, where Pd,k = Prob{sequence k is detected in a detection window | sequence k is present the detection window}  
· Detection probability of option 2: Average detection probability of all the sequences Pd,k
· For single sequence case (Case 2-1), gNB attempts to detect only one sequence per detection window.
· For multiple sequence case (Case 2-2A), the RS detector should attempt to detect all possible RS sequences arriving in the detection window, where no advanced receiver algorithm is adopted for RS detection.

7.3 False detection rate of RS is evaluated by only AWGN input to the receiver, i.e. modelling thermal noise, and should be no larger than 1% for all evaluation cases.
7.4 Evaluation results and findings
7.5 Conclusion
8 Conclusions
Annex A: Simulation assumptions 
	Simulation parameters

	SCS
	30 kHz (mandatory) / 15 KHz (optional)

	Simulation bandwidth
	20 MHz

	gNB MIMO configuration
	1T1R (mandatory)/1T2R(optional)

	Frequency offset
	0 Hz

	FFT size
	to be provided

	Length of detection window Lsymbol
	to be provided

	Channel model
	· Option1: AWGN with random complex phase 
· Option2: TDL-E (K-factor = [22] dB, DS = [30] ns, Doppler [0] Hz)

Option 1 is mandatory for RS comparison. Companies are also encouraged to provide results using Option 2 with K_factor = 22 dB, DS=30 ns, Doppler 0 Hz.

	Delay of received RS
	When multiple RSs arrive in the detection window, the arrival time of the i-th RS respect to the start of the detection window, △i , is uniformly distributed within [-Lsymbol, Lsymbol], where Lsymbol is the length of UL symbol based on the numerology of RS. The arrival time of each RS is generated at least in the resolution of sample duration of the OFDM symbol.

	Power of received RS


	· Option1: Pi of multiple RSs have a power offset with respect to the reference power P0, where the power offset is randomly selected from [-0.5dB, 0.5dB]. 
· Use option1 as starting point for multiple RS evaluation.
The SNR for each RS is defined based on P0.
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