
3GPP TS 29.512 V0.2.0 (2017-12)
Technical Specification

3rd Generation Partnership Project;

Technical Specification Group Core Network and Terminals;

5G System; Session Management Policy Control Service;
Stage 3
(Release 15)
[image: image1.jpg]



[image: image2.png]=

A GLOBAL INITIATIVE




The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP..
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.
This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and Reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.

Keywords

<keyword[, keyword, …]>

MCC selects keywords from stock list.

3GPP

Postal address

3GPP support office address

650 Route des Lucioles - Sophia Antipolis

Valbonne - FRANCE

Tel.: +33 4 92 94 42 00 Fax: +33 4 93 65 47 16

Internet

http://www.3gpp.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© 2017, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).

All rights reserved.
UMTS™ is a Trade Mark of ETSI registered for the benefit of its members

3GPP™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
LTE™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
GSM® and the GSM logo are registered and owned by the GSM Association

Contents

5Foreword

Introduction
5
1
Scope
6
2
References
6
3
Definitions, symbols and abbreviations
6
3.1
Definitions
6
3.2
Abbreviations
7
4
Npcf_SMPolicyControl Service
7
4.1
Service Description
7
4.1.1
Overview
7
4.1.2
Service Architecture
7
4.1.3
Network Functions
8
4.1.3.1
Policy Control Function (PCF)
8
4.1.3.2
NF Service Consumers
9
4.1.4
PCC rules
9
4.1.4.1
PCC rules definition
9
4.1.4.2
PCC rules operation
10
4.2
Service Operations
10
4.2.1
Introduction
10
4.2.2
Npcf_SMPolicyControl_Get
10
4.2.2.1
General
10
4.2.2.2
<Procedure 1 using Npcf_SMPolicyControl_Get operation>
11
4.2.2.3
<Procedure 2 using Npcf_SMPolicyControl_Get operation >
11
4.2.3
Npcf_SMPolicyControl_UpdateNotify
11
4.2.3.1
General
11
4.2.3.2
<Procedure 1 using Npcf_SMPolicyControl_UpdateNotify operation>
11
4.2.3.3
<Procedure 2 using Npcf_SMPolicyControl_UpdateNotify operation >
11
4.2.4
Npcf_SMPolicyControl_Delete
11
4.2.4.1
General
11
4.2.4.2
<Procedure 1 using Npcf_SMPolicyControl_Delete operation>
11
4.2.4.3
<Procedure 2 using Npcf_SMPolicyControl_Delete operation >
12
5
Npcf_SMPolicyControl Service API
12
5.1
Introduction
12
5.2
Usage of HTTP
12
5.2.1
General
12
5.2.2
HTTP standard headers
12
5.2.2.1
General
12
5.2.2.2
Content type
12
5.2.3
HTTP custom headers
13
5.2.3.1
General
13
5.3
Resources
13
5.3.1
Resource Structure
13
5.3.2
Resource: <Resource name 1>
13
5.3.2.1
Description
13
5.3.2.2
Resource definition
13
5.3.2.3
Resource Standard Methods
14
5.3.2.3.1
< method 1>
14
5.3.2.3.2
< method 2>
14
5.3.2.4
Resource Custom Operations
15
5.3.2.4.1
Overview
15
5.3.2.4.2
Operation: < operation 1>
15
5.3.2.4.2.1
Description
15
5.3.2.4.2.2
Operation Definition
15
5.3.2.4.3
Operation: < operation 2>
15
5.3.3
Resource: <Resource name 2>
16
5.4
Custom Operations without associated resources
16
5.4.1
Overview
16
5.4.2
Operation: <operation 1>
16
5.4.2.1
Description
16
5.4.2.2
Operation Definition
16
5.4.3
Operation: < operation 2>
17
5.5
Notifications
17
5.5.1
General
17
5.5.2
<notification 1>
17
5.5.3
<notification 2>
17
5.6
Data Model
17
5.6.1
General
17
5.6.2
Structured data types
18
5.6.2.1
Introduction
18
5.6.2.2
Type <TypeName 1>
18
5.6.2.3
Type <TypeName 2>
19
5.6.3
Simple data types and enumerations
19
5.6.3.1
Introduction
19
5.6.3.2
Simple data types
19
5.6.3.3
Enumeration: <EnumType1>
19
5.6.3.4
Enumeration: <EnumType2>
19
5.7
Error handling
19
5.8
Feature negotiation
19
6
Security
20
Annex A (normative): OpenAPI specification
21
A.1
General
21
A.2
Npcf_SMPolicyControl API
21
Annex B (informative): Change history
22



















































































Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document provides the stage 3 specification of the Session Management Policy Control Service of 5G system. The stage 2 definition and related procedures of the Session Management Policy Control Service are contained in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [6]. The 5G System Architecture is defined in 3GPP TS 23.501 [2].

Stage 3 call flows are provided in 3GPP TS 29.513 [7].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition of the 5G System are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].
The Session Management Policy Control Service is provided by the Policy Control Function with session related policies to the NF consumers (i.e. Session Management Function).
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[7]
3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[8]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]
OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [2], subclause 3.1 apply:
5G QoS Identifier
PCC rule

PDU Session

Service Data Flow

Service Data Flow Filter

Service Data Flow Template

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function

API
Application Programming Interface

DNN
Data Network Name

HTTP
Hypertext Transfer Protocol

NEF
Network Exposure Function

NF
Network Function

PCC
Policy and Charging Control

PCF
Policy Control Function

QoS
Quality of Service

SDF
Service Data Flow

SMF
Session Management Function

UDR
Unified Data Repository

UE
User Equipment
4
Npcf_SMPolicyControl Service
4.1
Service Description

4.1.1
Overview
The Session Management Policy Control Service performs provisioning and removal of session related policies and PCC rules by the Policy Control Function (PCF) to the NF Service consumer (i.e. Session Management Function). The Session Management Policy Control Service can be used for charging control, policy control or both, and can also be used for application’s traffic detection and control.
4.1.2
Service Architecture

The Session Management Policy Control Service is provided by the PCF to the SMF consumer and shown in the SBI representation model in Figure 4.1.2-1. The overall Policy and Charging Control related 5G architecture is depicted in 3GPP TS 29.513 [6].
The only known NF Service Consumer is the SMF.
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Figure 4.1.2-1: Reference Architecture for the Npcf_SMPolicyControl Service; SBI representation
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Figure 4.1.2-2: Reference Architecture for the Npcf_SMPolicyControl Service; reference point representation
4.1.3
Network Functions

This subclause shall include a description of the functional elements involved in the invocation of the service, i.e. NF Service Producer and NF Service Consumer(s) in relation to the use of the related service.

4.1.3.1
Policy Control Function (PCF)
The PCF is responsible for policy control decisions and flow based charging control functionalities. The PCF provides the following:

-
policies for application and service data flow detection, gating, QoS and flow based charging to the SMF.

The policy decisions made by the PCF may be based on one or more of the following:

-
Information obtained from the AF, e.g. the session, media and subscriber related information;

-
Information obtained from the UDR; 

-
Information obtained from the AMF, e.g. UE related and access related information;

-
Information obtained from the SMF;

-
Information obtained from the NWDAF;

-
Information obtained from the NEF;

-
Information obtained from another PCF in the roaming scenario;

-
information from OCS; and

-
PCF pre-configured policy context.
4.1.3.2
NF Service Consumers

The SMF is responsible for the enforcement of policy decisions and event notification towards the PCF, related to service flow detection, QoS, charging, gating, traffic usage reporting and traffic steering.
The SMF shall support:

· applying policy rules to the user plane;

· updating policy rules towards the user plane;

· deleting policy rules on the user plane;

· sending usage reports to the PCF;

· handling event notification requests;

· sending event notification towards the PCF; and

· sending charging related information to the PCF.

4.1.4
PCC rules


4.1.4.1
PCC rules definition
A PCC rule is a set of information elements enabling the detection of a service data flow and providing parameters for policy control and/or charging control.
There are two different types of PCC rules as defined in 3GPP TS 23.503 [6]:

-
Dynamic PCC rules. PCC rules that are dynamically provisioned by the PCF to the SMF. These PCC rules may be either predefined or dynamically generated in the PCF. Dynamic PCC rules can be installed, modified and removed at any time.

-
Predefined PCC rules. PCC rules that are preconfigured in the SMF. Predefined PCC rules can be activated or deactivated by the PCF at any time. Predefined PCC rules within the PCF may be grouped allowing the PCF to dynamically activate a set of PCC rules.

PCC rules shall consists of: 

-
a rule identifier;

- 
a rule activation and deactivation time;
-
service identifier;

-
service data flow template;

-
application identifier;
-
precedence value;

-
gate status;

-
QoS parameters;

- 
reflective QoS indicator;

-
charging parameters;

-
monitoring key;
-
sponsor identity;

-
application service provider identity;
-
redirection information; and 
-
traffic steering policy information. 

Editor´s note: A reference to the PCC rules encoding table should be added once it is agreed. 

Editors note: PCC rules encoding is still FFS.

4.1.4.2
PCC rules operation
For dynamic PCC rules, the following applies:

· Installation: to provision the PCC rules.
· Modification: to modify the PCC rules.
· Removal: to remove the PCC rules.

For predefined PCC rules, the following operations are available:

· Activation: to activate the PCC rules.
-
Deactivation: to deactivate the PCC rules.
4.2
Service Operations

This subclause shall include a description of the different service procedures that require the use of the related service operation. For RESTful service operations, the service operations depict the resources and the methods they support.

4.2.1
Introduction

The service operations defined for Npcf_SMPolicyControl are shown in table 4.2.1-1.

Table 4.2.1-1: Npcf_SMPolicyControl Operations 
	Service Operation Name
	Description
	Initiated by

	Npcf_SMPolicyControl_Get
	Request PCC rule(s) and PDU session related policy context from the PCF for a PDU session.
	NF consumer (SMF)

	Npcf_SMPolicyControl_UpdateNotify
	Update and/or delete the PCC rule(s) and/or PDU session related policy context at the SMF
	PCF

	Npcf_SMPolicyControl_Delete
	Requests the deletion of the SM related policy context associated with a PDU session.
	NF consumer (SMF)


4.2.2
Npcf_SMPolicyControl_Get
4.2.2.1
General


The Npcf_SMPolicyControl_Get service operation provides means for the NF service consumer to request the Session Management related policies. 

The Session Management procedures of the NF service consumers and related to policies are defined in 3GPP TS  23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.50 3[6].

The following procedures using the Npcf_SMPolicyControl_Get service operation are supported:

-
Request of Session Management (SM) related policies
4.2.2.2
<Procedure 1 using Npcf_SMPolicyControl_Get operation>

This subclause will contain a description of the specific procedure where the service operation is used including the required resources and methods. 

Subclauses 4.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods

4.2.2.3
<Procedure 2 using Npcf_SMPolicyControl_Get operation >

And so on if there are more than 2 procedures that need to be described for the service.

4.2.3
Npcf_SMPolicyControl_UpdateNotify
4.2.3.1
General


The Npcf_SMPolicyControl_UpdateNotify service operation provides updated Session Management related policies to the NF service consumer (SMF) or triggers the deletion of the context of SM related policies.
The following procedures using the Npcf_SMPolicyControl_UpdateNotify service operation are supported:

· PCF initiated update of the policy context associated with the PDU session.

· PCF initiated deletion of the policy context associated with a PDU session.
4.2.3.2
<Procedure 1 using Npcf_SMPolicyControl_UpdateNotify operation>

This subclause will contain a description of the specific procedure where the service operation is used including the required resources and methods. 

Subclauses 4.2.3.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods

4.2.3.3
<Procedure 2 using Npcf_SMPolicyControl_UpdateNotify operation >

And so on if there are more than 2 procedures that need to be described for the service.

4.2.4
Npcf_SMPolicyControl_Delete
4.2.4.1
General


The Npcf_SMPolicyControl_Delete service operation provides means for the NF service consumer to delete the context of PDU Session related information. 

The following procedures using the Npcf_SMPolicyControl_Delete service operation are supported:

-
Deletion of the policy context associated with a PDU session
4.2.4.2
<Procedure 1 using Npcf_SMPolicyControl_Delete operation>

This subclause will contain a description of the specific procedure where the service operation is used including the required resources and methods. 

Subclauses 4.2.4.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods

4.2.4.3
<Procedure 2 using Npcf_SMPolicyControl_Delete operation >

And so on if there are more than 2 procedures that need to be described for the service.

5
Npcf_SMPolicyControl Service API

5.1
Introduction

The request URI used in HTTP request from the NF service consumer towards the PCF shall have the structure defined in subclause 4.4.1 of 3GPP TS 29.501 [2], i.e.:
All resource URIs of this API shall have the following root:

{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}

with the following components:

-
The {apiRoot} shall be set as described in 3GPP TS 29.501 [2].

-
The {apiName} shall be " npcf_smpolicycontrol".

-
The {apiVersion} shall be "v1".

-
The {apiSpecificResourceUriPart} shall be set as described in subclause 5.3.
5.2
Usage of HTTP

5.2.1
General


HTTP/2, IETF RFC 7540 [8], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].

An OpenAPI [10] specification of HTTP messages and content bodies for the Npcf_SMPolicyControl is contained in Annex A.
5.2.2
HTTP standard headers

5.2.2.1
General


See subclause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.

HTTP/2, shall be transported as specified in subclause 5.3 of 3GPP TS 29.500 [4].
5.2.2.2
Content type


JSON, IETF RFC 7159 [9], shall be used as content type of the HTTP bodies specified in the present specification as specified in subclause 5.4 of 3GPP TS 29.500 [4].
5.2.3
HTTP custom headers

5.2.3.1
General

This subclause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.

5.3
Resources

5.3.1
Resource Structure
This subclause shall describe the structure for the Resource URI and the resource and methods used for the service.

Example:
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Figure 5.3.1-1: Resource URI structure of the Npcf_SMPolicyControl API

Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	<Resource name>
	<relative URI below root>
	GET
	<Operation executed by GET>

	
	
	PUT
	<Operation executed by PUT>

	
	
	PATCH
	<Operation executed by PATCH>

	
	
	POST
	<Operation executed by POST>

	
	
	DELETE
	<Operation executed by DELETE>

	
	
	Custom operation
	<Operation executed by custom   

   operation>


5.3.2
Resource: <Resource name 1>

5.3.2.1
Description
This subclause will specify what the resource represents or what it is used for. 
5.3.2.2
Resource definition

This subclause shall describe the Resource URI and the supported resource variables.

Resource URI: <resource URI>
This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 5.1

	apiName
	See subclause 5.1

	<name>
	<definition>


5.3.2.3
Resource Standard Methods

The following subclauses will specify the standard methods supported by the resource.

It will describe, for each method, the use of the method, the URI query parameters supported by the method, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

5.3.2.3.1
< method 1>

This subclause will specify the meaning of the method applied on the resource. 

This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the <method 1> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or <leave empty>
	<only if applicable>


This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the <method 1> Request Body on this resource

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 5.3.2.3.1-3: Data structures supported by the <method 1> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


5.3.2.3.2
< method 2>

And so on if there are more than two methods supported by the resource. Same structure as in subclause 5.3.2.3.1.

5.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

5.3.2.4.1
Overview

Table 5.3.2.4.1-1: Custom operations

	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


5.3.2.4.2
Operation: < operation 1>

This subclause will specify the meaning of the operation applied on the resource. 

5.3.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation’s URI. 

5.3.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the request data structures specified in table 5.3.2.4.2.2-1 and the response data structure and response codes specified in table 5.3.2.4.2.2-2.

Table 5.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 5.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


5.3.2.4.3
Operation: < operation 2>

And so on if there are more than two operations supported by the resource. Same structure as in subclause 5.3.2.4.2.

5.3.3
Resource: <Resource name 2>
And so on if there are more than two resources supported by the service. Same structure as in subclause 5.3.2.

5.4
Custom Operations without associated resources

Editor’s Note:
 It is FFS whether to model “custom operations without associated resources” as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources.

5.4.1
Overview
This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 5.4.1-1: Custom operations without associated resources

	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


5.4.2
Operation: <operation 1>

Where <operation 1> is to be replaced by the name of the custom operation.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

5.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation’s URI. 

5.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the response data structures and response codes specified in tables 5.4.2.2-1 and 5.4.2.2-2.

Table 5.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 5.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


5.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 5.4.2. 

5.5
Notifications

5.5.1
General

This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.

5.5.2
<notification 1>

5.5.3
<notification 2>

5.6
Data Model

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].

Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	Npcf_SMPolicyControl
	5.6.2.2
	
	

	Npcf_SMPolicyControlRequest
	5.6.2.3
	
	

	Npcf_SMPolicyControlPolicy
	5.6.2.4
	
	

	Npcf_SMPolicycontrolNotification
	5.6.2.5
	
	

	Pcc rules
	FFS
	
	


NOTE:
Data type PCC rules will be defined in this specification later.
Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	Supi
	FFS
	
	

	Dnn
	FFS
	
	

	PduSessionId
	FFS
	
	

	Link 
	3GPP TS 29.122
	
	

	AccessType

	FFS
	
	

	RatType
	FFS
	
	

	Ipv4Addr
	3GPP TS 29.122
	
	

	Ipv6AddrPrex
	FFS
	
	

	PermanentEquipmentIdentifier
	FFS
	
	

	UserLocationInformation
	FFS
	
	

	UeTimeZone
	FFS
	
	

	NetworkId
	FFS
	
	

	ChargingInformation
	FFS
	
	

	Bitrate
	FFS
	
	

	DefaultQoSInformation
	FFS
	
	


NOTE:
The Supi, PduSessionId, Link, AccessType, RatType, DNN, NetworkId, UserLocation, TimeZone, PEI, Ipv6AddressPrefix, ChargingInformation, BitRate, and defaultQosInformation Data Types should be specified as common data types applicable for multiple APIs.
5.6.2
Structured data types

This subclause will specify the structured data types.

5.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.

5.6.2.2
Type <TypeName 1>

“Data type” may provide the name of a named data type (structured, simple or enum) that is defined elsewhere in this document, or in a referenced document. In case of a referenced type from another document, a reference to the defining document shall be included in the “Description” column. 

“Presence” (P) defines whether the presence of the information element is Mandatory (M), Conditional © or Optional (O) within the data structure“ 

"Cardinal”ty" defines the allowed number of occurrence. A cardinality of N greater than 1 indicates an arra“.

"Descript”on" describes the meaning and use of the attribute. 

“Applicability” describes the functionality to be supported for the applicability of the attribute

Table 5.6.2.2-1: Definition of type <TypeName 1>

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


5.6.2.3
Type <TypeName 2>

And so on if there are more types to specify.

5.6.3
Simple data types and enumerations

This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, e.g.Boolean, integer, null, number, string>
	
	


5.6.3.3
Enumeration: <EnumType1>

The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 5.6.3.3-1.

Table 5.6.3.3-1: Enumeration < EnumType1>

	Enumeration value
	Description
	Applicability

	
	
	


5.6.3.4
Enumeration: <EnumType2>

And so on if there are more enumerations to define.

5.7
Error handling
This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 5.3 and 5.4.

5.8
Feature negotiation

This subclause shall describe the mechanism to provide feature extensibility.

6
Security
Annex A (normative):
OpenAPI specification

A.1
General
This clause shall describe the purpose of the Annex.
A.2
Npcf_SMPolicyControl API
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